Icons, Inc.

_______________________________________________________

Job Title:

Senior Information Security Technical Engineer

Location:

Based in the New York/New Jersey Metro Area

Salary:

Open based on experience

Job Description:

Technical Engineers perform information security assessments and penetration testing, and design information security process and technology solutions including IDS, firewall, AV, etc. Positions require travel to client sites throughout the U.S. as needed (estimated 50%).  

Responsibilities:

Ideal candidate will be responsible for conducting information security assessment at Icons’ Financial Services clients.  Candidate with information security architecture and design experience preferred for this position.

Skills Needed:

At least 3-5 years of related information security experience is required, preferably as part of a consulting/professional services organization.  The candidate should have completed a four-year college degree or equivalent work experience, graduate degree preferred. Excellent communications and interpersonal skills are a must.  CISSP, CISA, or CISM preferred.  

The candidate should have experience in at least the following areas:

· Information security assessment and auditing, including technical and business perspectives

· The use of structured security assessment methodologies such as NSA IAM

· Enterprise-scale IP network environments

· Vulnerability scanning and auditing tools

· Enterprise-scale network and host-based IDS architectures

· Enterprise-scale firewall architectures

· E-commerce application security

· Computer investigations and forensics

· Secure messaging

Other Information:

NA

Contact Information:

Diedra Johnson

Icons, Inc.

e-mail:  djohnson@iconsinc.com
(732) 821-9100 – Ext. 114

